
New Features in Intellex v4.2
Client Connections

Increasing the number of connections to an Intellex from 10 to 20
Increasing number of connections will effect system performance
Evaluating Software Options to increase system performance

Windows Vista Compatibility
Network Client, Browser Client, Archive Manager, Policy Manager will be 
tested with Windows Vista OS platform

Business, Ultimate, and Enterprise versions

Pocket Client Qualification on Windows Mobile 6 OS

Millisecond resolution on Intellex API
Increase resolution capability on API to millisecond resolution versus current 
second resolution
Required by POS/Data Mining applications to align with POS applications



New Features in Intellex v4.2
Export function isolated from Playback

Customers want the ability to view playback video but not export video 
clips based on security privileges
Instituting change in Security Setup menu to offer export as a 
security privilege



New Features in Intellex v4.2
Streaming Playback on Network Client

Allows remote user to view recorded video without having to download the 
video to the client machine
Simulates playback operation in DVR much more closely
Will support streaming directly from the Intellex
Ability to view live and streaming playback simultaneously
Slider Bar implemented to view stored video
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• Example of simultaneous live and streaming playback capability
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• Streaming Playback button on NC • Playback Controls available on NC



New Features in Intellex v4.2
Incident Clip Builder

Allows user to concatenate exported video clips previously stored on NC
Allows user to create a storyboard of a single incident occurring over 
multiple cameras
Incident Log is kept detailing aspects of each individual video incident
Users can attach reports in Word, .txt, .rtf format
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New Features in Intellex v4.2
Fast discovery of Intellex Units by NC

Use ESS to inform Network Client of status of Intellex units

Central Password Management
Passwords for the Network Client will be configured and stored on the 
ESS
NC will validate passwords with ESS each time the user tries to access 
password protected operations

Alarm Storage on ESS
Alarms will be stored on ESS as well as written to a file/database for 
permanent storage
All NC users will be notified if an alarm is deleted from an individual client 
station

NC Instrument and Event Setup Changes
Will allow Client machines to be configured automatically from global 
configuration data stored on the ESS (User specified option)


